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We help leaders and employees join forces to 

prevent data breaches by reducing human risk. 

HOXHUNT



Strategy & 
Culture 
are interlinked

Culture eats 
strategy for 
breakfast
Peter Drucker



CULTURE = PEOPLE



PEOPLE ARE YOUR BIGGEST 
CYBERSECURITY RISK



74%
of cybersecurity breaches 
involve a human element

VERIZON DATA BREACH INVESTIGATION REPORT 2023



COST OF BREACH

95% of attacks are financially 
motivated

The global average cost of a 
data breach in 2023 was 
$4.45M

IBM Cost of a Data Breach Report 2023



MGM 
BREACH
$100M



TECHNICAL LAYERS

HUMAN LAYER



KNOWLEDGEBEHAVIOUR

CULTURE=

ATTITUDE



HOW DO YOU 
CHANGE CULTURE?



THE WRONG WAY



Not relevant nor 
targeted enough

Focuses on 
failure

Not run often 
enough

Traditional training



Focus on failure leads to 
failure

People disengage from 
boring and irrelevant 
training

Knowledge doesn’t 
necessarily translate to 
behaviour



WHAT TO DO INSTEAD



Make 
security 
positive

Risks & 
Benefits

Personal

Fun, 
different



Psychological 
Safety



THE HOXHUNT WAY



Individual 
learning 

path

Less than 
1 minute

Every 
other week

Gamification



Rewarding 
experience Gamified 

journey

Instant feedback when 
reporting a real threat





DOES IT WORK?



The Hoxhunt Challenge

INDUSTRIES

9
EMPLOYEES

591K
ORGANIZATIONS

38
COUNTRIES

125



An employee in training is an employee who has reported at least one phishing simulation.
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*Resilience ratio = 
engagement rate / fail rate

Trained employees are 
12x more resilient ratio 
– the ability to 
withstand attacks - 
than untrained 
employees

After 18 months, 3x
more likely to report

Trained employees are more resilient



Case Bird & Bird

Resilience ratio: 6X

“For us, the biggest 
surprise and best statistic 
about Hoxhunt is that 
people love it.”
— Martyn Styles, Head of 
Information Security



REMEMBER:

Positive reinforcement always works better than 
punitive approaches

You need to truly engage people in order to change 
culture

Continuous training of employees decreases your 
human risk





Thank you!

Noora Ahmed-Moshe

linkedin.com/in/noora-ahmed-moshe/
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